Overview: With the constraint of limited resources, embedded systems demand novel security techniques to protect their critical operations. For robustness, various resource-efficient fault tolerance techniques for reliable operations are also needed. On the other hand, Artificial Intelligence/Machine Learning (AI/ML) has become the key enabling technology for many applications, from recommendation systems to facial recognition. However, the Deep Learning and Deep Reinforcement Learning, as the most effective AI/ML techniques, are generally quite complex where the model training are very computation-intensive and are typically performed offline and in the cloud. Even the runtime model inference may demand significant computing power from the computing platform, which may be a heterogeneous mixture of multicore CPUs, GPUs, DSPs, FPGAs and ASICs. Such complex requirements on safety, security, reliability and intelligence call for innovative security, fault tolerance, and AI/ML techniques for resource-constrained embedded systems, such as Internet of Things (IoT’s), where many challenging research issues of performance, efficiency, power-consumption, reliability, dependability and security need to be addressed. This special section aims to present a collection of papers on the following topics in the context of safe and intelligent embedded software and systems:
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- Innovative fault tolerance techniques for embedded software and systems
- Power efficient fault tolerance approaches embedded software and systems
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- Performance optimization for safe and intelligent embedded systems
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